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CSU Information Security Policy 

• Information Owner - is a person responsible for the management and fitness of 
information elements (also known as critical data elements) - both the content and 
metadata. 

• Backup is saving or copying information onto digital storage media. 
• Restore is performed to return data that has been lost, stolen, or damaged to its original 

condition or to move data to a new location. 
• 
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Responsibility 
It is the responsibility of CSU’s ITD management to ensure that appropriate DR plans are 
developed, documented, and periodically tested to ensure that ITD operations can be recovered 
relative to specific RTO/RPO specifications in the event of unscheduled interruption of those 
services. 
 
Policy 
Documentation 
The documentation shall consist of Disaster Recovery Policy, and related procedures and 
guidelines. 
 
Document Control 
The Disaster Recovery Policy document and all other referenced documents shall be controlled. 
Version control shall be to preserve the latest release and the previous version of any document. 
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CSU Information Security Policy 

 
Policy Exceptions and Maintenance 
Waivers from certain and specific policy provisions may be sought following the CSU ITD approval 
Process. There are no exceptions to any provisions noted in this policy until and unless a waiver 
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